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challenges
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Main data protection 
challenges for the OOP
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• Legitimacy
• Legal basis for the system
• Legal basis for each application – law/consent?

• Purpose limitation: OOP implies re-use for a new 
purpose

• Integrity and confidentiality: 
• Who gets the data?
• How do you control for abuses?



Choices in the SDGR – opinion 
of the EDPS
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• (Version of 28 November 2017)
• Closed list of application areas
• Explicit request (complying to GDPR), except if

exchange is permissible under EU or national law
• Preview possibility before transfer, except if no 

preview is permissible under EU or national law
• Limited to what has been requested, and only used 

by the receiving authority for the purpose of the 
procedure for which the evidence was exchanged.



TOOP approach
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• Privacy by Design – alignment to SDGR
• (Except for one use case)
• Data protection impact assessments, on a per-use-

case basis
• No centralised storage of payload
• Clarifying legal terms and privacy policies in TOOP



Questions or comments
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