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a Legacy Systems Paradigm Approach
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and one step further?



an Attribute-Based Access
Control -ABAC implementation
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https://en.wikipedia.org/wiki/Attribute-Based_Access_Control
https://en.wikipedia.org/wiki/Attribute-Based_Access_Control

XACML architecture and sample authorization flow
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VPP Overall Architecture
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PRIVACY REQUIREMENTS PRIVACY SPECIFICATION

Analyses and models aspects related to the citizen and PA Defines the specification of a Privacy Level Agreement (PLA)
privacy requirements and provides indication of the citizen’s data value
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PRIVACY ASSESSMENT PRIVACY VISUALIZATION
Responsible for the elicitation of the user privacy needs and The main interface between the citizens or PA-users and the
the transformation of those needs as inputs for the rest of the platform and provides the visualisation of the analysis results

components of the whole framework



PRIVACY RUNTIME

Provides functionality for compliance, monitoring and

enforcement of PLAs



VPP Components
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the Athens Pilot Test Case Implementation

data store(s)




Pilot Run Assessment Results

Which methodology was used:

The technology acceptance model (TAM), an information systems theory that models how users come to accept and use a technology.
The model suggests that when users are presented with a new technology, a number of factors influence their decision about how and when

they will use it, notably:
Perceived usefulness (PU) — This was defined by Fred Davis as "the degree to which a person believes that using a particular

system would enhance his or her job performance".
Perceived ease-of-use (PEOU) — Davis defined this as "the degree to which a person believes that using a particular system

would be free from effort" (Davis 1989).

http://citizenwallet.gr/survey/index.php/admin/authentication/sa/login
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